# Как включить мультифакторную авторизацию в Telegram

## Что такое мультифакторная авторизация?

**Мультифакторная авторизация (МФА**) — это способ повысить безопасность вашего аккаунта. Помимо привычного SMS-кода Telegram будет запрашивать ещё и дополнительный пароль. Это защитит ваши данные, даже если кто-то получит доступ к вашей SIM-карте.

## Какие факторы авторизации могут быть:

1. **Знание:** пароли, пин-коды и т. д.
2. **Обладание:** телефон, на который придёт SMS-код или звонок-сброс с паролем, флэшка с электронным ключом, и т. д.
3. **Биометрия:** отпечатки пальцев, голос, рисунок сетчатки глаза и т. д.

## Как настроить мультифакторную авторизацию в Telegram:

1. Откройте приложение **Telegram**;
2. Перейдите в «**Настройки**»;
3. Зайдите в раздел «**Конфиденциальность**»;
4. Откройте раздел «**Облачный пароль**»;
5. Нажмите «**Задать пароль**»;
6. Придумайте и введите пароль;
7. Нажмите на стрелку, чтобы подтвердить;
8. Повторно введите пароль для подтверждения и нажмите на стрелку;
9. Введите текстовую подсказку для напоминания пароля. По желанию можно пропустить этот шаг;
10. Введите электронную почту для восстановления пароля доступа и нажмите на стрелку. По желанию можно пропустить этот шаг;
11. Введите в поле для ввода код, который пришел на указанную почту.

**Готово!**

Теперь для входа в Telegram на новом устройстве вам потребуется:

* SMS-код
* Заданный вамипароль

Без этого пароля войти в аккаунт будет невозможно — ваш Telegram под надёжной защитой.